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Maricz Zsigmond Szinhaz Nonprofit Kft.

A Moéricz Zsigmond Szinhaz Nonprofit Kft. (a tovabbiakban: Tdrsasag) belsé adatkezelésével
kapcsolatosan érintettek jogainak biztositasa céljabdl az aldbbi Adatvédelmi incidensek
kezelésének szabalyzatat alkotja.

Adatkezel6:

Adatkezel6 megnevezése: Moricz Zsigmond Szinhaz Nonprofit Kft
Adatkezel6 cégjegyzékszama: 15-09-080692

Adatkezel6 székhelye: 4400 Nyiregyhaza, Bessenyei tér 13.
Adatkezel6 képviseldje: Kirjak Robert

Adatkezel6 e-elérhetbsége: kirjak@moriczszinhaz.hu

Adatvédelmi tisztviseld: dr. Lengyel Levente Lajos

E-mail cim: mzs.szinhaz.adatvedelem@gmail.com

Az adatvédelmi tisztviseld:

- neve: dr. Lengyel Levente Lajos
- elérhetGsége: mzs.szinhaz.adatvedelem@gmail.com
+36 30/180 62 63

Jelen rendelkezéseket a Tarsasag tobbi, az adatvédelemmel kapcsolatos szabalyzatanak
elGirdsaival 6sszhangban kell értelmezni.

Vonatkozo jogszabalyok

Infotv. az informacids onrendelkezési jogrol és az informacioszabadsagrol szolo 2011.
évi CXIl.torvény

Mt. a munka torvénykonyveérdl szélo 2012. évi l. torvény

Mvt. a munkavédelemrél sz6lé 1993. évi XCIII. térvény

Ptk. a polgari torvénykonyvrél szolo 2013. évi V. térvény

Sztv. a szamvitelrdl sz6l6 2000. évi C. torvény

GDPR vagy

Rendelet az Eurdpai Parlament és a Tanacs (EU) 2016/679 rendelete

NAIH vagy

Hatosag Nemzeti Adatvédelmi és Informacidszabadsag Hatdsag

1. A szabalyzat célja és hatalya

A Tarsasag jelen szabalyzat megalkotdsdaval és elérhetdvé tételével biztositani kivanja a GDPR.
12. cikkében meghatarozott érintetti tajékoztatashoz vald jog megvaldsulasat.

A szabalyzat célja, hogy
e az érintettek megfelel6 tdjékoztatast kaphassanak adatvédelmi incidens eléfordulasa
esetén annak eljaras rendjérdl
e garanciat adjon a bejelenté védelmére, személyes adatainak biztonsagos kezelésére
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A szabalyzattal a Tarsasag biztositani kivanja az adatvédelem alkotmanyos elveinek, az
adatbiztonsag kovetelményeinek érvényesiilését

A szabalyzat targyi hatalya kiterjed a Tarsasagnal folytatott valamennyi olyan folyamatra,
amely soran a GDPR 4. cikk 1. pontjaban meghatarozott személyes adat kezelése megvaldsul.

Személyi hataly kiterjed:

e ligyvezet( igazgatora

e a Tarsasag valamennyi dolgozojara

e a feladatelldtds érdekében szerz6déses, megbhizasos jogviszonyban allo
foglalkoztatottakra

¢ a Tarsasag altal nyujtott szolgdltatdst igénybe-vevékre (nézékre, latogatokra)

e a Tarsasag valamennyi beszallitojara/szerz6dé partnerére a vallalkozas érdekében
vagy képviseletében a vallalkozas kifejezett irasbeli engedélye szerint eljaré barmely
mas személyre

e bejelentd személyre.

Idébeli hataly: 2026. januar 1-t6l visszavonasig tart.

2. Az adatkezelések szabalyai

Mivel az informacids 6nrendelkezés minden természetes személy Alaptorvényben rogzitett
alapjoga, igy a Tarsasag eljarasai soran csak és kizarolag a hatalyos jogszabalyok rendelkezései
alapjan végez adatkezelést.

Személyes adat kezelésére csak jog gyakorlasa vagy kotelezettség teljesitése érdekében van
lehet6ség.

A Tarsasag altal kezelt személyes adatok magancélra valo felhasznalasa tilos. Az
adatkezelésnek mindenkor meg kell felelnie a célhoz kotottség alapelvének.

A Tarsasag személyes adatot csak meghatarozott célbdl, jog gyakorldasa és kotelezettség
teljesitése érdekében kezel, a cél eléréséhez sziikséges minimalis mértékben és ideig.

Az adatkezelés minden szakaszaban meg kell felelnie a célnak — és amennyiben az adatkezelés
célja megsz(int, vagy az adatok kezelése egyébként jogellenes, az adatok térlésre keriilnek. A
térlésrél a Tarsasagnak az adatot ténylegesen kezel6 munkavallaléja gondoskodik. A térlést az
ligyvezetd és az adatvédelmi tisztvisel6 ellendrizheti.

A Tarsasag személyes adatot csak az érintett el6zetes — kiilonleges személyes adat esetén
irasbeli —hozzajarulasa vagy torvény, illetve torvényi felhatalmazas alapjan kezel.

A Tarsasag az adat felvétele el6tt minden esetben kozli az érintettel az adatkezelés céljat,
valamint az adatkezelés jogalapjat.

A Tarsasag szervezeti egységeinél adatkezelést végz6 alkalmazottak és a Tarsasag
megbizasabol az adatkezelésben résztvevd, annak valamely miiveletét végzé szervezetek
alkalmazottjai kotelesek a megismert személyes adatokat lzleti titokként megdrizni.




Maricz Zsigmond Szinhaz Nonprofit Kft.

Ha a szabdlyzat hatalya alatt all6 személy tudomast szerez arrdl, hogy a Tarsasag éltal kezelt
személyes adat hibas, hianyos vagy id@szertitlen, koteles azt helyesbiteni vagy helyesbitését
az adat rogzitéseert felel6s munkatarsnal kezdeményezni.

A Tarsasag megbizdsdbol adatfeldolgozoi tevékenységet végz6 természetes vagy jogi
személyekre, illetve jogi személyiséggel nem rendelkez§ szervezetekre vonatkozé
adatvédelmi kotelezettségeket az adatfeldolgozéval kotétt megbizasi szerz6désben
érvényesitend6k. Az adatfeldolgozéval a Tarsasag a GDPR altal eléirt Adatfeldolgozoi
szerzédest kot.

3. ATarsasag adatvédelmi rendszere
3.1. A személyes adatok kezelésével kapcsolatos felelGsségek

3.1.1. Ugyvezetd feleléssége:

- a Tarsasag sajatossagainak figyelembevételével meghatdrozza az adatvédelem
szervezetét, az adatvédelemre, valamint az azzal 6sszefiiggd tevékenységre vonatkozo
feladat- és hataskoroket;

- szabalyzatok és kotelez6 utasitasok utjan meghatarozza a személyes adatok védelme
és az adatkezelés jogszerlisége szempontjabdl elvart, megfelel6 technikai és szervezési
intézkedéseket és rendelkezik azok folyamatos alkalmazasardl és naprakészen
tartasarol;

- gondoskodik az adatkezelés személyi és targyi feltételeinek biztositasardl;

- irasban kijeloli az adatvédelmi tisztvisel6t;

- meghozza az adatvédelmi incidensek kezelésére vonatkozo déntéseket;

- felel az adatkezelési tevékenységgel kapcsolatos kozzétételi kotelezettség
teljesitéséért.

3.1.2. Szervezeti egység vezetik felelGssége
- a szervezeti egységnél dolgozok feliigyelete, az adatvédelmi és adatbiztonsagi
szabalyok betartasa tekintetében;
- ateruleten dolgozok altal jelentett adatvédelmi incidensek fellilvizsgalata és indokolt
esetben a sziikséges intézkedések meghozatala;
- asajat hataskoron tulmutato esetekben az adatvédelmi tisztvisel6 tajékoztatasa;
- kozrem(ikodés a kivizsgalas soran.

3.1.3. Dolgozok felel6ssége

A Tarsasag munkatarsai munkajuk soran gondoskodnak arrdl, hogy jogosulatlan személyek ne
tekinthessenek be személyes adatokba, tovabba arrdl, hogy a személyes adat tarolasa,
elhelyezése ugy keriljon kialakitasra, hogy az jogosulatlan személy részére ne legyen
hozzaférhet6, megismerhetd, megvaltoztathatd, megsemmisithetd.
Kdtelesek
- betartani a személyes adatok kezelésére elGirt szabalyokat;
- amennyiben illetéktelen hozzaférést, adatszivargast tapasztal a személyes adatokkal
kapcsolatosan az koteles bejelenteni a kozvetlen felettesének (szervezeti egység
vezetdjének), vagy az adatvédelmi tisztvisel6nek.
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3.1.4. Adatvédelmi tisztviselé

az adatvédelmi szabdlyzatok, adatkezelési tajékoztatok feliilvizsgélata;
a bejelentett adatvédelmi incidens kivizsgalasa;

javaslattétel az incidens kezelésére;

a NAIH-al kapcsolattartds, bejelentés teljesitése.

Az adatvédelmi tisztvisel6 feladat- és hataskorére vonatkozd részletes el6irasokat a Tarsasag
Adatvédelmi és adatbiztonsdgi szabdlyzata részletesen tartalmazza.
4. Adatvédelmi incidens kezelése

A GDPR 4. cikk 12. pontja szerinti ,adatvédelmi incidens” a biztonsag olyan sériilése, amely
a tovabbitott, tarolt vagy mas moddon kezelt személyes adatok véletlen vagy jogellenes
megsemmisitését, elvesztését, megvaltoztatasat, jogosulatlan kozlését vagy az azokhoz vald
jogosulatlan hozzaférést eredményezi.

4.1. Adatvédelmi incidens észlelése és jelentése

Amennyiben a Tarsasag foglalkoztatottja adatvédelmi incidens bekovetkezésének gyanujat
észleli, haladéktalanul tajékoztatja a szervezeti egység vezetdjét.

A szervezeti egység vezet@je az észlelt adatvédelmi incidens kapcsan sajat hataskérben jar el.
A jelzést kévetSen azonnal tajékozadik az eset Iényeges koriilményeirdl.

Amennyiben a rendelkezésre allo adatok alapjan egyértelmiien megallapithato, hogy az azt
észlel6 szervezeti egység tevékenységével osszefliggésben, vagy azt érintéen kovetkezett be
az adatvédelmi incidens, soron kivil megkezdi az incidens érintettekre nézve megjelenté
hatdsainak csokkentését és arrdl haladéktalanul értesiti az adatvédelmi tisztvisel6t.

Az értesités tartalmazza:
- az adatvédelmi incidens jellegét és rovid leirasat, ideértve kiilondsen az észlelés és
bekovetkezés feltételezett id6pontjat, az érintett rendszer vagy irat megjeldlését;
- avaloszinlisithetéen érintett személyes adatok kategdriait, nagysagrendjét;
- az altala megtett halaszthatatlan intézkedéseket;
- megitélés szerint az érintettek jogaira és szabadsdgaira gyakorolt hatasanak sulyat;
- az altala tervezett tovabbi intézkedések leirasat.

A szervezeti egység vezetSje haladéktalanul értesiti az adatvédelmi tisztvisel6t a
bekovetkezett eseményrdl és a nala rendelkezésre allé informaciokrdl, ha
- az adatvédelmi incidens bekdvetkezte vagy annak a szervezeti egységre vonatkozo
jellemz6i szamara nem allapithaték meg egyértelmien és legfeljebb az észlelését
kovetd 24 oran beliil,
- az adatvédelmi incidens megitélés szerint elsésorban mas szervezeti egység
tevékenységét érinti, illet6leg
- az adatvédelmiincidens tobb szervezeti egységet is érinthet.

Az adatvédelmi tisztvisel6 megvizsgalja az értesitésben foglaltakat, és az adatvédelmi incidens
lehetséges hatdsainak felmérése és megallapitdsa érdekében sziikség szerint bevonja az
informatikai biztonsagért felel6st, a szervezeti egység vezetgjét is.
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Amennyiben az adatvédelmi incidens érinti a Tarsasag altal lzemeltetett elektronikus
informacios rendszerének biztonsagaval 6sszefiiggésben kovetkezett be, az adatvédelmi
tisztvisel6 a Tarsasag informatikai biztonsagaért felelés (IBF) felé is koteles jelezni a
bejelentést. Az IBF a jelzést kovetGen koteles haladéktalanul véleményt 6sszedllitani az
adatvédelmi tisztvisel6 részére arrdl, hogy az adatvédelmi incidens valéban érinti-e az
informatikai rendszer biztonsdgat, és ismerteti az ezzel kapcsolatos javasolt megtett
intézkedéseket.

Amennyiben az adatvédelmi incidens a Tarsasdg altal igénybe vett adatfeldolgozd
tevékenységével kapcsolatban kévetkezett be, az adatvédelmi incidens kérilményeinek, és az
azzal o6sszefiiggé lehetséges kockazatok és hatasok kivizsgalasaba az adatfeldolgozd
adatvédelmi tisztviselGjét is be kell vonni.

4.2. Adatvédelmi incidens kivizsgalasa, értékelése

Az adatvedelmi tisztvisel6 az adatvédelmi incidens vizsgdlata keretében mérlegeli az
adatvédelmi incidens kovetkeztében az érintettekre nézve megjelené kockazatokat. Ennek
soran legalabb a kovetkezbket veszi figyelembe:

- az adatvédelmi incidens jellegét;

- az érinetetek korét, hozzavetdleges szamukat;

- azincidenssel érintett adatok kategoriait, az érintett kiilonleges adatokat és a GDPR
preambulumanak (75) bekezdése szerinti szenzitiv adatokat és azok hozzavetéleges
szamat, illetve nagysagrendjét;

- az adatvédelmi incidensbdl eredd, valoszinlsithet6 kovetkezményeket;

- minden, az adatvédelmiincidens megoldasara tett vagy tervezett intézkedést, ideértve
az adatvédelmi incidensbdl eredd esetleges hatranyos kdvetkezmények enyhitését
célzo intézkedéseket;

- az elektronikus informacidbiztonsagot is érint6 incidensek esetén az elektronikus
informacidbiztonsageért felel6s altal azonositott tovabbi kockazatot;

- azadatvédelmiincidensek kezelése és a kapcsolodé kockazatok mérlegelése targyaban
az Europai Adtavédelmi Testiilet altal elfogadott —agy a GDPR alkalmazanddva valasat
kovetéen fenntartott —iranymutatast;

- az adatkezelés kapcsan korabban lefolytatott adatvédelmi hatdsvizsgélat
dokumentaciojat.

A Tarsasag az adatvédelmi incidenseket harom kategoriaba sorolja:
- 1. kategodria: valoszinUsithetéen kockazattal jard incidens
- 2. kategoria: valdszinisithetéen alacsony kockazattal jaré incidens
- 3. kategoria: valdszintisithetéen magas kockazattal jaré incidens

Erékelési szempontok:
- azincidens tipusa (bizalmassagi, integritasi vagy elérhetéségi)
- aszemélyes adatok jellege (személyes adat/kiilonleges adat)
- aszemélyes adatok szama
- az érintett személyek szama
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az érintett természetes személyek azonosithatésaga
a természetes személyre nézve fennalld kévetkezmények valosziniisége és sulyossaga
az erintett adatkezelés jogalapja.

A Tarsasagnal az incidens értékelése soran az alabbi konkrét szempontok alapjan értékeli:

az incidensben érintett adatok kozott talalhatoak a személyes adatok kiilonleges
kategodriadiba es6 adatok,

az incidensben érintett természetes személyek kozott taldlhatoak 16. életéviiket be
nem toltott természetes személyek,

az incidensben érintett személyes adatok szama meghaladja a 100 darabot,

az incidensben érintett természetes személyek szama meghaladja a 100 fét,

az incidensben érintett személyes adatok alkalmasak az érintettel térténé kdzvetlen
kapcsolatfelvételre (igy kiiléndsen lakcim, telefonszam, e-mail cim)

az incidensben érintett adatkezelés jogalapja az érintett vagy egy masik természetes
személy létfontossagu érdeke,

az incidensben érintett adatkezelés jogalapja k6zérdek( vagy kozhatalmi jogositvany
gyakorlasa,

az incidensben érintett adatkezelés jogalapja a Tarsasag vagy egy harmadik fél jogos
érdeke,

a személyes adatok alkalmasak az  érintett természetes személy
személyazonossaganak ellopasara vagy a személyazonossagaval valo visszaélésre,

az incidensben érintett személyes adatok alkalmasak arra, hogy pénziigyi veszteséget
okozzanak az érintettjliknek.

Az incidenst a Tarsasag , 1.kategora: valdszinisithetéen kockazattal nem jaro incidens”-nek
mindsiti, ha:

a fent felsorolt feltételek kozil legfeljebb ketté all fenn és

a Tarsasag képes annak bizonyitasara, hogy az érintett személyes adatokat olyan fizikai
és/vagy informatikai védelemmel latta el, amely védelem az incidens bekévetkezése
ota nem sériilt.

Az incidenst a Tarsasag ,2.kategoria: valdszinisithetéen alacsony kockazattal jard incidens”-
nek mindsiti, ha:

a fent felsorolt feltételek koziil egy all fenn és

a Tarsasag nem képes annak bizonyitasara, hogy az érintett személyes adatokat olyan
fizikai és/vagy informatikai védelemmel latta el, amely védelem az incidens
bekovetkezése 6ta nem sériilt.

Az incidenst a Tarsasag ,3.kategoria: valdszinUsithet6en magas kockazattal jaré incidens”-nek
mindsiti, ha:

a fent felsorolt feltételek koziil legaldbb ketté all fenn és

a Tarsasag nem képes annak bizonyitasara, hogy az érintett személyes adatokat olyan
fizikai és/vagy informatikai védelemmel latta el, amely védelem az incidens
bekovetkezése ota nem sériilt.
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Az adatvédelmi tisztvisel6 a GDPR 33. cikk (1) bekezdésében meghatéarozott bejelentési
kotelezettség hataridében torténd teljesitésének sérelme nélkiil, irdsban, siirgds esetben
szoban tajékoztatja a Tarsasag ligyvezetd igazgatdjat az adatvédelmi incidens kapcsan tett
megallapitasairdl és az érintettre nézve megjelené valdszitn(sitett kockazatokrél, valamint
javaslatot allit 6ssze az adatvédelmi incidens kapcsan teendd intézkedésekrél.

A széban nyujtott tajékoztatast és a kezelésre vonatkozé javaslatokat az adatvédelmiincidens
elharitasat kovetGen kell irasba foglalni.

Amennyiben a Tarsasag ligyvezets igazgatoja a kapott tajékoztatas alapjan agy itéli meg, hogy
adatvédelmi incidens valoszinGsithetéen kockazattal jar a természetes személyek jogaira és
szabadsagaira nézve, az adatvédelmi tisztvisel6 a NAIH honlapjardl letdlthetd
formanyomtatvény alkalmazasaval és a GDPR 33. cikk (3) bekezdése szerinti tartalommal
bejelenti azt a NAIH altal vezetett nyilvantartasba.

Amennyiben a vizsgalatot az adatvédelmi tisztvisel§ véleménye szerint

- nem lehet 72 6ran belil teljeskérien lefolytatni, vagy

- nem lehet megdllapitani egyérteimlien a rendelkezésre all6 adatok alapjan az
adatvédelmi incidenssel érintettek korét, az azzal érintett adatkort, vagy az
adatvédelmi incidens bekovetkezésének valamennyi mas Iényeges korilményét,

ugy az adatvédelmi tisztvisel6 a rendelkezésre 4ll6 adatok alapjan, szakaszos bejelentésre

tesz javaslatot az ligyvezetd igazgato részére. A hianyzo adatok megallapitasat kbvetGen

az adatvedelmi tisztviseld intézkedik a teljes bejelentés benyujtasa irant.

Amennyiben az ligyvezet6 igazgatd az adatvédelmi tisztviselS tajékoztatasa alapjan ugy itéli
meg, hogy az adatvédelmi incidens valdszinlsithetéen magas kockazattal jar a természetes
személyek jogaira és szabadsagara nézve, vagy az esemény egyéb koriilményei alapjan azt
sziikségesnek latja, a GDPR 34. cikk (3) bekezdésében felsorolt esetek kivételével elrendeli az
érintettek tajékoztatasat az adatvédelmi incidens kapcsan.

Amennyiben az adatvédelmi incidenssel érintett természetes személyek tajékoztatasara —
kilondsen az érintettek kore vagy a kapcsolattartasi adatok biztonsaganak sériilése miatt —
ésszer modon nincs lehet8ség, ugy az adatvédelmi tisztvisel6 az adatvédelmi incidens fébb
jellemzéire vonatkozo értesités soron kiviili kozzétételét kezdeményezi a Tarsasag honlapjan.

5. Kockazati tényez6k, amelyek adatvédelmi incidens bekdvetkezését
eredményezhetik

Adatvédelmi incidens bekovetkezését eredményezhetik az alabbi kockazati tényezdk:

* informatikai eszkozt elvesztik, ellopjak (személyes adatok voltak rajta),

* feltorik az informatikai rendszert,

* levél, irat elvesztése vagy jogosulatlan felnyitasa,

* papir alapu dokumentumot elvesztik, ellopjak vagy nem biztonsagos helyen taroljak,
* rosszindulatd (zsarold) programok vannak a szamitogépeken,

* személyes adatok jogosulatlan megismerése,

* személyes adatok jogosulatlan szdbeli kozlése,
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* személyes adatok nagy nyilvanossag el6tti jogellenes kbzzététele,
* személyes adatok téves cimzett részére torténd elkildése stb.

6. Az adatvédelmi incidens nyilvantartasa

Az adatvédelmi tisztviselé a bekovetkezett adatvédelmi incidensekrél a GDPR 33. cikk (5)
bekezdése szerint, személyes adatokat nem tartalmazo elektronikus nyilvantartast vezet.

A nyilvantartas tartalmazza:

- az adatvédelmi incidensrdl késziilt feljegyzés iktatoszamat;

- az adatvédelmi incidenssel érintett irat vagy nyilvantartas, elektronikus informacios
rendszer megjelolését vagy azonositdjat;

- az incidens észlelésének id6pontjat és a bekovetkezésének megallapitott vagy
valdszinlsitett id6pontjat;

- az érintett személyes adatok korét;

- azincidens hatasait, kovetkezményeit, valamint az orvoslasukra tett intézkedéseket;

- a bejelentés id6pontjat — amennyiben az adatvédelmi incidenst a Tarsasag részére
bejelentették, vagy annak rovid indoklasat, ami miatt az adatvédelmi incidenst nem
jelentették be.

Az adatvédelmi incidens nyilvantartas (1. szdmu melléklet) pontos vezetésérdl,
aktualizalasarol az adatvédelmi tisztvisel6 gondoskodik.

7. Az adatvédelmi incidens bejelentése a Hatosag részére

Az adatvédelmi tisztvisel6 az adatvédelmi incidenst a bekovetkezését kovetéen
haladéktalanul, de legkésébb az incidens bekdvetkezésétdl szamitott 72 éran belil bejelenti a
Hatosag részére, kivéve, ha az incidens valdszinlsithetGen nem jar kockazattal a természetes
személyek jogaira és szabadsagaira nézve.

Amennyiben a Tarsasag az adatvédelmi incidenst 2. kategdridaba vagy a 3. kategoridba
tartozénak mindsiti, gy az adatvédelmi tisztvisel6 az értékelés megtorténtét kovetéen, de
legkésébb 72 oraval azutan, hogy az adatvédelmi incidens a Tarsasag tudomadsara jutott, az
adatvédelmi incidenst be kell jelenti a NAIH-nak.

Ha a bejelentés nem torténik meg hataridében, az adatvédelmi tisztvisel6 koteles ennek okat
igazolni a Hatosag részére.

A hatosagi bejelentésnek tartalmaznia kell:
* az adatvédelmi incidenssel érintett adatok korét és hozzavetdleges szamat,
* az adatvédelmi incidenssel érintett személyek korét és hozzavetéleges szamat,
* az adatvédelmiincidens jellegét, koriilményeit,
* az adatvédelmi tisztvisel6 nevét és elérhetGségét,
* az adatvédelmi incidens valdszin(sithetd kdvetkezményeit és
* az adatvédelmi incidens orvosldsara és enyhitésére megtett intézkedéseket.




Mdricz Zsigmond Szinhaz Nonprofit Kft.

8. Az érintettek tdjékoztatasa az adatvédelmi incidensrdl

Az incidens kivizsgdlasa soran vizsgalni kell, hogy
* az adatvédelmi incidens okait (kiilsé vagy belsd, rosszhiszem(i vagy rosszhiszemiinek
nem mindsiilé cselekmény),
* milyen adatkort érintett (személyes adatok, kiilonleges adatok), kik az érintettek
(alkalmazottak, felhasznalok, tgyfelek),
* mik a kovetkezmények (mi sériilt):

- bizalmas jelleg (szélesebb korl hozzaférés tortént, mint amihez az érintett
hozzajarult, az adat Osszekapcsolhatova valt az érintett adataval, mas célbal,
tisztességtelen modon térténd kezelés),

- integritas sérilése (az adat moddosithatéva valt, valdszinl, hogy maddositottak,
eltérd célra hasznaltak),

- az érintettet ért fizikai vagy nem anyagi karok, egyéb jelentds kovetkezmények
(érintetti jogok korlatozasa, hatranyos megkilonboztetés, jo hirnév sérelme,
pénzligyi veszteség, személyes adatok feletti rendelkezés elvesztése,
személyazonossaggal vald visszaélés).

Ha a vizsgalat eredményeként megallapitast nyert, hogy az adatvédelmi incidens
valészinlsithet6en magas kockazattal jar a természetes személyek jogaira és szabadsagara
nézve és az érintettek tajékoztatasa sziikséges, az adatvédelmi tisztvisel6 haladéktalanul
értesiti az érintetteket és errdl az ligyvezetd igazgatot is.

Nem kell az érintetteket tajékoztatni:

* ha a Tarsasag olyan technikai, szervezési, védelmi intézkedéseket hajtott végre az
érintett adatokra vonatkozéan, amelyek megakadalyozzak az illetéktelen személyek
szamara valdé hozzaférést az adatokhoz vagy megakadalyozzdak az adatok
értelmezhetéségét,

* ha az adatvédelmi incidens bekovetkezését kovetGen a Tarsasag olyan intézkedéseket
tett, amelyek biztositjak, hogy a feltart adatkezelési kockazat valoszinisithetéen nem
valésul meg,

* ha a tajékoztatas aranytalan erdfeszitést tenne sziikségessé. Ebben az esetben az
érintetteket nyilvanosan kozzétett informaciok utjan kell tajékoztatni, mely
tajékoztatas elektronikus uton is megtorténhet.

9. Rendszeres tréningek

Az adatvédelmi tisztvisel6 az adatvédelmi tudatossdag novelése céljabol gondoskodik
adatvédelmi incidensekkel kapcsolatos oktatasrdl (személyesen, vagy altala megbizott
személy kézremikodésével), mely sordan a multban bekdvetkezett adatvédelmi incidensek
tapasztalatait, vagy a lehetséges adatvédelmi incidensek veszélyeit ismerteti, elemzi, a
kockazatok csokkentésével, megel6zésével kapcsolatosan tajékoztatast ad legalabb évente
egy alkalommal.

Az adatvédelmi tisztvisel6 az oktatas id6pontjat az ligyvezetdvel koteles egyeztetni, de évente
legalabb egy alkalommal kételes megtartani, melyen az lgyvezetd altal kijel6lt dolgozok
kotelesek részt venni.
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A tréningek formajat, modjat (kontakt képzés vagy ppt. anyag) az adatvédelmi tisztvisel6
hatarozza meg, melyrdl az ligyvezet6t tajékoztatja.

Az adatvédelmi oktatasnak legalabb az alabbi témakra kell kiterjednie:

- az el6z6 oktatas oOta eltelt id6szak tapasztalatai az adatvédelem teriiletén,

- amennyiben az el6z6 oktatas o6ta moédosult a Szabalyzat, a modositassal
kapcsolatos legfontosabb tudnivalok,

- az esetlegesen megtortén adatvédelmi incidens bemutatdsa, értékelése, a
helyesbitd, megel6z6 intézkedések ismertetése,

- az adatvédelem teriiletén tortént altalanos valtozasok, jogszabaly modositasok.

Az adatvédelmi tisztvisel§ rendkiviili oktatast tart — amennyiben az indokolt — az alabbi
esetekben:
- adatvédelmiincidens megtorténte,
- marasztalassal zarul NAIH-eljaras lefolytatas a Tarsasaggal szemben,
- adatvédelmi birsag kiszabasa barmely, hasonlé vagy azonos feladatot ellato jogi
személy ellen, ha eltérg gyakorlatot igényel a Tarsasag adatvédelmi rendszerében.

A belsé adatvédelmi oktatasokrdl az adatvédelmi tisztvisel§ nyilvantartast koteles vezetni.
Részletes szabalyokat a Tarsasag ,Adatvédelemmel és adatkezeléssel kapcsolatos
nyilvantartasok vezetésének szabalyzata” rogziti.

10. Hatasvizsgalat

Amennyiben valamely Uj adatkezelési folyamat —annak jellegére, hatokorére, koriilményeire,
céljaira tekintettel - valoszin(isithet6en magas kockazattal jar a természetes személyek jogaira
és szabadsagaira nézve, akkor az adatkezelés megkezdését megel6z6en a Tarsasag
hatasvizsgalatot folytat le arra vonatkozoan, hogy az adatkezelési folyamat a személyes
adatok védelmét hogyan érinti. Egymashoz hasonlé adatkezelési miveletek, amelyek hasonlo
kockazatokat jelentenek egyetlen egy hatasvizsgalat keretében is elvégezhetdk.

A hatdsvizsgalatot az adatvédelmi tisztvisel6 végzi. Amennyiben nem & végzi, Ugy a Tarsasag
koteles kikérni az adatvédelmi tisztvisel6 szakmai tanacsat.

A hatésvizsgalat elvégzését kovetben sziikség szerint, de legalabb az adatkezelési miiveletek
altal jelentett kockazat véltozasa esetén gondoskodik a hatasvizsgalat feliilvizsgalatarol, mely
soran a kockazatok értékelését Gjra elvégzi. A kockdazatok fellilvizsgalatat legalabb 3 évente el
kell végezni.
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Zaro rendelkezés

A szabalyzat 2026. januar 01.-t6l hatalyos.

E Szabalyzat rendelkezéseit meg kell ismertetni a Tarsasag valamennyi munkavallaléjaval
(foglalkoztatottjaval), és a munkavégzésre iranyuld szerz6désekben elé kell irni, hogy
betartasa és érvényesitése minden munkavallalé (foglalkoztatott) lényeges munkakéri
kotelezettsége. Felel6s a munkaltatoi jogkér gyakorldja.

A ,Munkaszerzédés kikotés” a dolgozok személyi anyagaban keriil elhelyezésre.

A szabalyzat felllvizsgalatat altalanos szabalyok szerint évente, targyévet kévetd év januar 31-
ig kell elvégezni. Amennyiben jelentGs valtozas kévetkezik be az adatkezelési folyamtokban,
akkor a valtozast kdvetd 30 napon beliil kell elvégezni a szabalyzat aktualizalasat.

A szabalyzat fellilvizsgalataért, aktualizalasaért az adatvédelmi tisztviseld a felel8s.

Nyiregyhaza, 2026. januar 05.

jovahagyta: V(7
Kirjak Robert
lgyvezetd igazgatod
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